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THE AUSTRALIAõSCYBERSECURITY 
STRATEGY 2020

ÅInvesting $1.67 billion over 10 years to achieve a 

more secure online world for Australians, their 

businesses and the essential services

ÅEnsuring Australians are secure online is a shared 

responsibility

ÅUNSW CanberraCyber looks forward to 

contributing to the Strategyõs success.

Åresearch in cybersecurity, intelligent defence, cyber-

physical systems, IIoT  

Åeducation to build Australiaõscyberskills pipeline



BACKGROUND 

The typical commercial UAV is a remote-
controlled aircraft with an off the shelf 
flight computer capable of autonomous 
operation that is carrying an optical 
sensor payload.

It is an inexpensive airframe running an 
inexpensive computer that is designed 
carry low cost, low power, high fidelity 
sensors to collect data for real time and 
post processing.

The most important growth of UAVs will 
not be in hardware, it will be in software 
and data analysis, development of 
innovate AI-enabled cyber defences for 
protecting UAVõs hardware and software. 



USE OF UAVS 

The Loyal Wingman

The MQ-25 Stingray
MQ-9 Reaper [Predator B]
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